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Jiangsu King's Luck Brewery Joint-Stock Co., Ltd.

Information Security Policy
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Jiangsu King's Luck Brewery Joint-Stock Co., Ltd. (hereinafter
referred to as "the Company") formulates this policy in order to
improve the Company's information security management system,
standardize the management of the entire life cycle of information
assets, strengthen the ability to prevent and control information
security risks, enhance the information security literacy of all
employees, and ensure the safe and stable operation of the
Company's information systems.
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I. Scope of Application
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This policy applies to all employees, shareholders, customers,
suppliers, partners, etc. of the Company, and covers all business

activities and physical environments.
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I1. Guiding and Supervising Institution
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The Company has established a top-down information security
governance framework. The Board of Directors is responsible for
comprehensively establishing and improving the information
security risk management system and monitoring system, and
incorporating information security-related contents into the
Company's governance, corporate culture construction, and business
development strategies. The senior management is responsible for
leading the daily operation of the Company's information security
risk management and internal control, and guiding the Company's
information security management work. In the meantime, the
Company has set up a big data center, which is responsible for
implementing the Company's information security-related policies

and systems, monitoring information security and privacy



management, and ensuring the Company's compliance in aspects
such as data processing, information sharing, and privacy protection.
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II1. Systematic Prevention
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To ensure the security and stability of the Company's
information systems, the Company conducts regular internal security
checks on its information management systems. The Network
Operation and Maintenance Department of the Big Data Center
conducts a comprehensive virus scan of the Company's network at
least once a month and organizes a network security attack-defense
drill once a year to ensure the effectiveness of the Company's
information security management system.
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IV. Risk Response
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The Information Security Team monitors the dynamic changes



of incidents in real time. When an incident reaches the escalation
criteria, it shall immediately report to the person in charge of the Big
Data Center for decision-making, initiate the incident escalation, and
take emergency response measures. The engineers of the Network
Operation and Maintenance Department conduct 24-hour monitoring
and pay attention to the recovery status of the system. Information
security engineers investigate and confirm the level and cause of the
incident, write a summary report, and put forward improvement
suggestions.
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V. Information Security Training
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The Company conducts information security management
training covering all employees every year and ensures that the
content of the information security policy is communicated to all
employees. The training content includes information security
knowledge and skills such as network security, data security, and
development security to enhance the information security awareness
of all employees.
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VI. Revision and Review
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The Company will regularly review this policy annually and

make revisions as necessary.
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